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[1] Adi Shamir, “How to share a secret,” Communications of the ACM, vol. 22, no. 11, pp. 612-613, 1979.
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[2] Y. Kawahara, A. Kamal, M. Fujisawa, Lightweight Information-Sharing System with Access Control in Disaster Management with Security against Dishonest
Users, Journal of Signal Processing, vol. 28, no. 4, pp. 161-164, 2024.
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